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Content update! Our latest platform additions are live... 
 

1. NIST CSF 2.0 
We’ve updated our compliance coverage to include NIST CSF 2.0, offering new insights and 
tools for tackling modern cybersecurity challenges, including the addition of a governance 
function that emphasizes the importance of organizational leadership and oversight of 
cybersecurity efforts. 
To view the new compliance coverage in your dashboard, revisit the Onboarding 
questionnaire and select the NIST CSF 2.0 regulation in question #4.   
 
NOTE:  
- Marking the frameworks of interest in the Onboarding questionnaire will also guarantee 

the company receives all tasks and policies relevant to that framework. 
- The previous version of the NIST CSF is still available on the platform as NIST CSF 1.1. 

 
2. Zero Trust Network Access (ZTNA) 

We’ve added the adoption of ZTNA to our Hosted Network and On-Premises Network 
policies. To include the task, simply go to the relevant Hosted Network or On-Premises 
Network questionnaire and mark the ZTNA question ‘Yes’. 
 

3. Cavelo Scanner 
Cavelo provides extensive endpoint scanning capabilities that enable the discovery and 
management of sensitive data across organizations. Leveraging Cavelo's scanning 
technology helps facilitate a significant reduction in the risk of data breaches by gaining 
clear visibility into the data stored on an organization's endpoints and ensuring proper 
data protection measures are in place. 

 
 
For any questions don’t hesitate to reach out!  
Cynomi team 
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